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KILTEARN PARTNERS LLP 
DATA PROTECTION POLICY  

INTRODUCTION 

Kiltearn Partners LLP, Kiltearn Limited and Kiltearn Partners, Inc. (collectively known as “Kiltearn”) are 
committed to protecting the privacy of individuals whose data they process (“you” or “your”).  

1. IMPORTANT INFORMATION AND WHO WE ARE 

This Policy sets out how Kiltearn collects, uses and shares personal data: 

a) as a processor on behalf of Irish UCITS it manages;  
b) as a controller on behalf of the US Funds it manages; 
c) through your use of this website or in applying for employment or in working with Kiltearn; 
d) through correspondence; and/or,  
e) by providing Kiltearn with products and/or services.  

 
It outlines your data protection rights under the EU data protection regime introduced by the General 
Data Protection Regulation (Regulation 2016/679) (“GDPR”). If you provide Kiltearn with personal data 
about other individuals (including your representatives, agents, trustees and/or beneficiaries) you 
agree to provide each individual, whose data you provide to Kiltearn, with a copy of this Policy. 

2.  CATEGORIES OF DATA SUBJECTS 

(A) UNITHOLDERS  

The following section sets out how Kiltearn, as processor or controller of the collective investment 
schemes (the “Funds” and individually a “Fund”) it manages, will process personal data. When we 
mention “we”, “us” or “our” in this section, we are referring to Kiltearn and the Funds.  

The kind of information we hold about you 

We may hold personal data about Unitholders, and prospective Unitholders, (and/or your 
representatives, trustees and/or beneficiaries) provided to us by you as a result of your investment, 
or potential investment, in the Funds (e.g., by completing subscription forms, telephone calls and/or 
corresponding with us) or which is provided to us by third parties.  This includes names, contact details, 
tax identification numbers, bank details, the names, contact details and signatures of authorised 
signatories, copies of IDs, contact details for individuals that receive correspondence and other 
investor information.  The actual data we hold will depend on the structure, the regulatory status 
and/or tax status of the particular Fund in which they are invested.  

How we will use the information about you 

Your personal data may be processed for the following purposes:  

a) to provide you with information on the Funds (including performance updates); 

b) to facilitate the opening of an account in a Fund and to allow us to administer and manage your 
holding in the Funds (e.g., processing subscriptions, redemptions and transfers); 

c) to update and maintain records for the Funds including with regulators and transfer agents; 
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d) to carry out anti-money laundering checks and related actions which Kiltearn considers 
appropriate to meet any legal, regulatory or tax obligations or as required by public interest 
and/or legitimate business interests (e.g., the prevention of fraud, money laundering, terrorist 
financing, bribery, corruption, tax evasion and to help ensure compliance with economic or trade 
sanctions); 

e)  to prepare tax related information and to comply with legal, tax or regulatory obligation; 

f) to (i) process and verify instructions, (ii) investigate and prevent fraud, (iii) detect, prevent, 
investigate and prosecute crime, (iv) enforce or defend our rights or responsibilities, in order to 
comply with any legal, regulatory or tax obligation, (v) pursue legitimate interests or (vi) where 
the processing is in the public interest; 

g) to scan emails and attachments sent to us for viruses or malicious software, to process and encrypt 
personal data to protect and manage email traffic, and to store personal data on our systems to 
pursue our legitimate interests including document retention purposes; and,  

h) to take other actions as are reasonably necessary to manage activities and/or comply with the 
legal and regulatory obligations of the Funds and Kiltearn, including by processing instructions, 
monitoring and recording electronic communications (including telephone calls and emails) and 
enforcing or defending the rights and/or interests of the Funds or Kiltearn, to comply with the 
Funds’ or Kiltearn’s legal, tax or regulatory obligations and/or to pursue legitimate interests. 

Basis on which we process your data  

Processing is carried out because it is necessary for pursuing legitimate interests and such legitimate 
interests are not overridden by your interests, fundamental rights or freedoms. We do not anticipate 
being required to obtain your consent for the processing of your personal data. If we wish to use your 
personal data for new purposes which require your consent, Kiltearn will contact you to request this.  

(B) JOB APPLICANTS 

The following section sets out how Kiltearn may process personal data (as a controller) about job 
applicants and in relation to placements, potential workers and contractors. Kiltearn is the data 
controller of any personal data provided or collected by Kiltearn during this process. 

The kind of information we hold about you 

We may collect, store, and use your name, marital status, address and post code, contact numbers, 
email addresses, date of birth, gender, proof of ID (includes copies of passport photo page and utility 
bills), residency status, employment history, qualifications and other information in your CV and cover 
letter or email, information obtained from social media, including LinkedIn, details of referees and 
references, qualifications, screening questionnaires for verification by outsourced firm and summary 
of findings, and information provided to us during telephone calls, interviews and/or meetings with 
you. 

How we collect your data 

We may collect personal data about candidates from the following sources: you, the candidate 
directly; recruitment agencies; background check providers; credit reference agencies; disclosure and 
barring services regarding criminal convictions, your named referees; and data from third parties if 
from a publicly accessible source including Companies House records and social media (such as 
LinkedIn). 
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How we will use the information about you 

Your personal data may be processed for the following purposes:  

a) to assess your skills and qualifications, to consider your suitability for the position and to decide 
whether to enter into a contract with you; 

b) to carry out background and reference checks, where applicable; 

c) to communicate with you about the recruitment process; 

d) to keep records related to our hiring processes;  

e) to comply with legal or regulatory requirements;  

f) to scan emails and attachments sent to us for viruses or malicious software, to process and encrypt 
personal data to protect and manage email traffic, and to store personal data on our systems to 
pursue our legitimate interests including document retention purposes; and,  

g) such other actions as are reasonably necessary to manage our activities, including by processing 
instructions, monitoring and recording electronic communications (including telephone calls and 
emails) for regulatory purposes and enforcing or defending our rights and interests, to comply 
with our legal obligations and/or to pursue our legitimate interests. 

Basis on which we process your data 

We process this personal data based on our legitimate interests (to decide whether to appoint you to 
work for us) and/or to comply with laws. Once we receive your CV and/or covering letter, we may 
process that information to decide whether Kiltearn has any suitable vacancies and if you meet the 
basic requirements for that role. If you do, we will decide whether your application is strong enough 
to invite you for an interview. If we call you for an interview, we will use the information you provide 
to us at the interview to decide whether to offer you the work. If we offer you the work, we will then 
take up references and we may carry out a criminal record or other checks before confirming your 
appointment.  If you fail to provide information when requested, we will not be able to process your 
application. You will not be subject to decisions that will have a significant impact on you based solely 
on automated decision-making.  We may share your personal data with these third parties for the 
purposes of processing your application: employee screening and IT service providers. 

(C) BUSINESS CONTACTS AND SERVICE PROVIDERS 

The following sets out how Kiltearn may process personal data (as a controller) about its business 
contacts and (current, previous and/or potential) service providers, their employees and data 
subjects. 

The kind of information we hold about you 

We may collect, use, store and transfer different personal data which you provide to us including your 
name, date of birth, contact details, place of work and job title.  
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How we will use information about you 

We will use your personal data where it is necessary for our legitimate interests and where your 
interests and fundamental rights are not overridden or where we need to comply with a legal or 
regulatory obligation.  Your personal data may be processed for the following purposes:  

a) to hold your personal data on our system and to contact you based on our legitimate interests 
(including in connection with using the services you provide);  

b) to allow us to process payments and orders regarding any goods and services provided; 

c) to send you updates on the performance of the Funds, newsletters, invitations to events and other 
electronic marketing communications which we will do (a) on the basis of our legitimate interests 
if you are an investor in the Fund or (b) with your consent;  

d) to comply with legal or regulatory requirements;  

e) to scan emails and attachments sent to us for viruses or malicious software, to process and encrypt 
personal data to protect and manage email traffic, and to store personal data on our systems to 
pursue our legitimate interests including for document retention purposes; and,  

f) such other actions as are reasonably necessary to manage our activities, including by processing 
instructions, monitoring and recording electronic communications (including telephone calls and 
emails) for regulatory purposes and enforcing or defending our rights and interests, to comply 
with our legal obligations and/or to pursue our legitimate interests. 

Such processing is carried out because it is reasonably necessary to pursue our legitimate interests, 
such legitimate interests do not override your interests, fundamental rights or freedoms.  

 (D) VISITORS TO OUR WEBSITE 

The following sets out how we may process personal data (as a controller) about visitors to our 
website.  

How we collect and process your data 

We do not collect personal data about you through your use of our website and our website does not 
use cookies. Personal data may be collected about you from direct interactions with you, including by 
filling in forms and any email or other correspondence. This includes personal data you provide when 
you request information to be sent to you.  Information on how, and in what circumstances, we use 
this information is set out above. 

Links to websites 

Where the website provides links to other websites, Kiltearn is not responsible for the data protection, 
privacy and/or cookie usage policies of these websites, and you should check their policies if you have 
any concerns about them. If you use one of these links to leave our website, note that we have no 
control over that other website. Therefore, we cannot be responsible for the protection and privacy 
of any information which you provide whilst visiting a linked website and such websites are not 
governed by this policy. Always exercise caution and review the privacy policy applicable to the 
website in question. 
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3.  DISCLOSURES OF YOUR PERSONAL DATA 

We may disclose your personal data to other members of our group, including our associated firms, 
to third parties providing services to us and/or the Funds, including custodians, fund administrators, 
transfer agents and similar, IT service providers, event management, PR and marketing providers, 
background and/or credit reference services, processors of the Funds (including printers, registrars, 
company secretarial services, administrators), telephone service providers, document storage, backup 
and disaster recovery service providers.  We may also disclose personal data we hold to third parties: 

a) if we sell any business or assets, in which case we may disclose personal data we hold about you 
to the prospective and actual buyer of such business or assets; and/or, 

b) if we are permitted by law to disclose your personal data to that third party or are under a legal 
obligation to disclose your personal data to that third party. 

4.  DATA RETENTION 

We will only retain your personal data for as long as reasonably necessary to fulfil the purposes we 
collected it for and under applicable law and regulation. Details of retention periods for different 
aspects of your personal data are included within in our retention policy.  

5. INTERNATIONAL TRANSFERS 

Your personal data may be transferred to external service providers. Where these service providers 
are based outside the European Economic Area (EEA) and your personal data is transferred out of the 
EEA by us, we ensure a similar degree of protection is afforded to it. Please contact us if you want 
further information on the transfer of your personal data out of the EEA. 

6. DATA SECURITY 

Kiltearn has put in place measures to ensure the security of the personal data it collects and stores 
about you. It will use its reasonable endeavours to protect your personal data from unauthorised 
disclosure and/or access, including through network and database security measures, but it cannot 
guarantee the security of data it collects and stores. We have put in place procedures to deal with any 
suspected personal data breach and will notify you and any regulator where legally required to do so. 

7. YOUR LEGAL RIGHTS 

You have several rights in relation to the data we hold about you. These include: 

a) the right of access to your personal data. This enables you to receive a copy of the personal data 
we hold about you and to obtain information about how we process it. 

b) the right to request correction of the personal data if it is incomplete or inaccurate. 

c) in some circumstances, the right to request erasure of your personal data. This enables you to ask 
us to delete or remove personal data where there is no good reason for continuing to process it. 
We may continue to retain your personal data if we’re entitled or required to maintain it. 

d) the right to object to, or to request we restrict, our processing of your personal data in some 
circumstances, such as where we are relying on a legitimate interest (or those of a third party) and 
there is something about your particular situation which makes you want to object to processing 
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on this ground. You may also object where we are processing your personal data for direct 
marketing purposes. 

e) in some circumstances, the right to request the transfer of your personal data to another party.  

If you wish to exercise any of the rights set out above, please contact us in writing.  Dependent on 
circumstances Kiltearn may not be permitted to comply with such a request. 

You will not have to pay a fee to access your personal data (or to exercise the other rights). However, 
we may charge a reasonable fee if your request is unfounded, repetitive or excessive.  We may also 
refuse to comply with your request in these circumstances. We may need to request specific 
information from you to help us confirm your identity and ensure your right to access your personal 
data (or to exercise any of your other rights). This is a security measure to ensure that personal data 
is not disclosed to any person who has no right to receive it. We may also contact you to ask you for 
information to speed up our response.  We try to respond to legitimate requests within one month. 
Occasionally it may take us longer than a month if your request is complex or you have made several 
requests. In this case, we will notify you and keep you updated.  You may make a complaint to the 
Information Commissioner's Office, the UK supervisory authority for data protection issues 
(www.ico.org.uk). We would, however, appreciate the chance to deal with your concerns before you 
approach the regulator. 

8. CHANGES TO THIS POLICY 

We may update this data protection policy from time to time, and will communicate such updates 
through our website.  We may also notify you from time to time about the processing of your data. 

9. FURTHER INFORMATION 

If you have any queries about this policy or your personal data, or you wish to submit an access request 
or raise a complaint about the way your personal data has been handled, please do so in writing and 
address this to Douglas McArthur (dmcarthur@kiltearnpartners.com) at Kiltearn Partner LLP, 
Exchange Place 3, 3 Semple Street, Edinburgh, United Kingdom, EH3 8BL. 

Kiltearn Partner LLP is a limited liability partnership registered in Scotland (SO303158) and Kiltearn 
Limited is a limited company registered in Scotland (391159). Both entities have their registered office 
address at Exchange Place 3, 3 Semple Street, Edinburgh, United Kingdom, EH3 8BL. Kiltearn Partners, 
Inc. is a US corporation whose address is 733 Washington Road, Suite 209, Pittsburgh, Pennsylvania 
15228, USA.   
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